Senest revideret 4. august 2023

Code of Conduct for handtering af afggrelser om blokeringer i henhold til lov nr. 1876 af 27. september
2021 om elektroniske cigaretter m.v. (e-cigaretloven)

Teleindustriens medlemmer har efter dialog med Sikkerhedsstyrelsen vedtaget denne 'Code of Conduct'
(CoC), der sigter mod at forenkle og effektivisere implementering af afggrelser om DNS-blokeringer i
henhold til § 27b i e-cigaretloven. Med 'afggrelser’ forstas i denne CoC afggrelser om blokering rettet mod
en internetudbyder (ISP), truffet af en myndighed, f.eks. en domstol, baseret pa specifik lovgivning.

CoC har som formal at sikre, at afggrelser om blokering af hjemmesider rettet mod ét Timedlem (eller
eventuelt anden i Danmark hjemmehgrende ISP), via Tl i en one-stop-shop procedure implementeres inden
7 arbejdsdage af TI's medlemmer, herunder medlemmernes datterselskaber og andre tilknyttede
virksomheder.

Udgangspunktet er saledes, at Sikkerhedsstyrelsen gar til domstolene med pastand om blokering af konkret
hjemmeside, fordi den henviser til et produkt, som ikke er i overensstemmelse med e-cigaretloven. | den
forbindelse daekker hver af de involverede parter egne omkostninger. Safremt en domstol tager pastanden
til folge og meddeler palaeg om blokering over for et TI-medlem (eller anden dansk ISP), videreformidler
Sikkerhedsstyrelsen denne afggrelse til Tl's Sekretariat. Tl vil umiddelbart derefter videreformidle
afggrelsen til TI's medlemmer, der pa den baggrund vil iveerkseette DNS-blokeringer af de
hjemmesideadresser, der er omfattet af rettens afggrelse, snarest muligt og senest 7 arbejdsdage efter, at
Tl har videreformidlet henvendelsen fra Sikkerhedsstyrelsen.

ISPerne foretager saledes ikke nogen egen vurdering af, hvorvidt de pagaeldende DNSadresser er omfattet
af domstolsafggrelsen.

Proceduren er i punktform

o Sikkerhedsstyrelsen gar til en domstol i forbindelse med identifikation af ulovligheder pa en tjeneste og
indstaevner en ISP

¢ ISP’en nedleegger pastand om at sagen ikke fremmes. ISP’en laegger vaegt pa, at der sker en reel prgvelse
af sagen ved domstolen

e Sikkerhedsstyrelsen skal forud for en blokeringssag og i forbindelse med retssagen kontakte ejeren af
hjemmesiden og orientere dem om sagen

¢ ISP’en er aben for at tilbyde enhver der er omfattet af en blokeringssag at deltage i retssagen (bi-
intervention)

¢ Sikkerhedsstyrelsen vil i forbindelse med en retssag ngje specificere, hvorfor et produkt er i strid med e-
cigaretloven, og hvorfor en blokering er en proportional I@sning

* Domstolen traeffer evt. afggrelse om blokering rettet mod den indstaevnede internetudbyder. Blokering
vil ske som en DNS-blokering

e Sagsomkostninger bzeres selvstaendigt af hver part



¢ Sikkerhedsstyrelsen fremsender i forlaengelse af domstolens afggrelse en liste til Tl over specifikke
hjemmesideadresser, der skal blokeres med direkte henvisning til en domstolsafggrelse

¢ Tl distribuerer listerne og evt. afggrelser til alle TI-medlemmer til videre foranstaltning, dvs. blokering sa
hurtigt som muligt og inden for 7 arbejdsdage.

o Sikkerhedsstyrelsen er selv ansvarlig for at informere og opdatere andre Internetudbydere end TI-
medlemmer

Kommunikationen pa de spaerrede hjemmesider vil vaere baseret pa og henvise til en hjemmeside, som er
udviklet i samarbejde mellem Sikkerhedsstyrelsen og TI.

Denne CoC er en frivillig aftale mellem TI's medlemmer og Sikkerhedsstyrelsen. CoC afskaerer ikke et Tl
medlem fra at forbeholde sig ret til separat at prgve sagen, hvis det findes pakraevet af saerlige arsager. Tl
kan ikke holdes ansvarlig for, i hvilket omfang medlemmer lever op til aftalen.

CoC er indgaet som en frivillig aftale med henblik pa under nugzldende lovgivning at fremme
retshandhaevelse. Aftalen vil i tilfaelde af eendrede forudsaetninger blive revideret eller ophavet.
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