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Læs om 

 

• Udkast til Digital Networks Act (DNA) 

• Revision af Europa-Kommissionens horisontale fusionsretningslinjer 

• Ny national cyberstrategi 

 

Udkast til Digital Networks Act 

De kommende to år skal vi i televerdenen vænne os til at tale om DNA’en – Digital Networks 

Act. Det er Europa-Kommissionens bud på, hvordan en ”forenkling” af reguleringen på 

teleområdet kan skrues sammen – som nu er sendt ud i udkast og skal gennem EU-

lovprocessen. I alt 961 sider med teleregulering – inkl. impact assessments! 

 

Visionen har været at forenkle telereguleringen og skabe rammer, der øger investeringer, 

fremmer innovation og styrker vores konkurrenceevne.  

Vi er i TI ved at se på forslaget. Og vores første vurdering er ret klar - at det fremlagte forslag 

ikke gør reguleringen mere enkel. Det vil ikke styrke vores konkurrenceevne eller fremme 

innovationen på markedet.  

 

DNA’en må ikke reduceres til blot en sammenskrivning af allerede gældende retsakter. Der bør 

ske en reel forenkling og reduktion af byrder, hvis forslaget skal kunne bidrage til at styrke 

Europas digitale suverænitet og konkurrenceevne. 

Du kan selv læse med her - hvis du orker: https://digital-

strategy.ec.europa.eu/en/library/proposal-regulation-digital-networks-act-dna  

 

Revision af Europa-Kommissionens horisontale fusionsretningslinjer 

Europa-Kommissionen er ved at revidere de horisontale fusionsretningslinjer (merger 

guidelines) og forventes at fremlægge et udkast til reviderede retningslinjer inden sommer i år.  

 

Kommissionens retningslinjer har stor betydning, idet de sætter rammerne for, hvordan man 

analyserer og vurderer fusioner og konsolidering på forskellige markeder i EU. 

 

Som input til EU-Kommissionen har GSMA og Connect Europe fået udarbejdet en meget vigtig 

rapport fra Berkeley Research Group om behovet for at skabe et revideret og mere nuanceret 

grundlag for at vurdere de mere langsigtede og dynamiske effekter af konsolidering. Du kan se 

rapporten her https://www.gsma.com/about-us/regions/europe/wp-

content/uploads/2026/02/BRG-GSMA-CE-Report.pdf  
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https://www.gsma.com/about-us/regions/europe/wp-content/uploads/2026/02/BRG-GSMA-CE-Report.pdf
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Det er en dagsorden, som vi også i den danske telebranche har prioriteret og sat fokus på i 

vores input og bidrag til EU Kommissionen og til den danske regering. 

 

EU's horisontale fusionsretningslinjer bør være mere nuancerede og også tage højde for de 

positive effekter, som konsolidering vil have på investeringer, udrulning af fiber og mobilnet, 

modstandsdygtighed, cybersikkerhed, grøn omstilling, digital suverænitet, innovation og 

konkurrenceevne. 

 

Rapporten fra BRG er et vigtigt input til processen. Revisionen af fusionsretningslinjerne er et af 

de vigtigste initiativer, vi kan tage for at styrke Europæisk konkurrenceevne. 

 

Ny national cyberstrategi 

Regeringen fremlagde den 29. januar 2026 en ny nationale strategi for cyber- og 

informationssikkerhed. 

Teleindustrien har sammen med samarbejdspartnerne i Cyberalliancen set nærmere på den nye 

strategi. Cyberalliancen ser den nye strategi som et vigtigt skridt mod et mere sikkert digitalt 

Danmark. Strategien styrker flere af de områder, der er særligt afgørende for både borgere, 

virksomheder og den kritiske infrastruktur. 

Cyberalliancen mener, at der med strategien sker et vigtigt løft til den tværsektorielle 

håndtering af cyberhændelser. Med klarere roller, bedre monitorering og tættere koordinering 

styrkes Danmarks evne til at reagere hurtigt og effektivt, når angreb rammer. Derudover ser vi 

med tilfredshed, at der bliver sat yderligere fokus på nationale øvelser. Det er afgørende, at 

både offentlige og private aktører får mulighed for at træne samarbejde og beredskab i praksis, 

så vi står stærkere, når det virkelig gælder. 

Det glæder os derudover, at der nu kommer en tydeligere og mere koordineret indsats mod 

digital svindel, som rammer både privatpersoner og erhvervsliv bredt. En styrket national 

tilgang vil skabe bedre beskyttelse og mere sammenhæng i arbejdet på tværs af myndigheder 

og private aktører. Vi er derfor rigtig glade for, at der etableres et Nationalt Forum for 

Bekæmpelse af Digital Svindel. 

Samtidig er det positivt, at strategien prioriterer cybersikkerheden i små og mellemstore 

virksomheder. De udgør rygraden i mange værdikæder, og et løft af deres digitale sikkerhed vil 

styrke robustheden i hele erhvervslivet. 

Endelig er styrkelsen af kompetencer og talentudvikling helt central. Efterspørgslen på 

cybersikkerhedskompetencer vokser, og en målrettet indsats for at uddanne og fastholde 

talenter er afgørende for Danmarks fremtidige digitale modstandskraft. 

Samlet set vil strategien styrke Danmarks cyberberedskab ved at adressere de områder, hvor 

behovet er stort: svindelbekæmpelse, SME-sikkerhed, hændelseshåndtering, øvelser og 

kompetencer. 

Cyberalliancen består af Danske Rederier, DANVA, Finans Danmark, Forsikring & Pension, Green 

Power Denmark og Teleindustrien. 

 

Høringssvar 

Vi afgiver i TI løbende høringssvar til udkast til regulering, som har betydning for udbud af 

teletjenester og udrulning af digital infrastruktur. Vores høringssvar kan ses her.  

https://www.teleindu.dk/brancheholdninger/horingssvar/

